For enrolment on the Summer/Winter School:  

---

I DECLARE

a) To be aware that the University Credentials, presented at the time of registration to the website www.studenti.unipi.it, allow access to the University network and related services, starting from the completion of the registration;

b) That I undertake to comply with the Regulations for access to network services, the current regulations and the GARR Acceptable Use Policy (available at https://www.garr.it/it/regole-di-utilizzo-della-rete-aup) and in particular the User's obligations pursuant to art. 4.2 of the aforementioned Regulation and shown on the attachment of this form.

Processing of personal data: in accordance with the Legislative Decree no. June 30, 2003, no. 196 “Rules regarding the protection of personal data”, personal data collected by the University of Pisa, data controller, will be used only for institutional purposes, in compliance with current regulations.

Sign here ______________________________

---

Statistical Survey on media and information

How did you hear about the Summer/Winter School of the University of Pisa?

[ ] Academiccourses.com (by Keystone Academic Solutions)  [ ] Unipi.it
[ ] Summerschoolsineurope.eu  [ ] Facebook
[ ] Shortcoursesportal.com (by Studyportals.com)  [ ] International Fairs
[ ] Educations.com  [ ] Other

If you choose “Other”, please specify how: ___________________________________________
User’s obligations (taken from the Regulations for access to network services)

In accordance with the Regulation for access to network services (hereinafter the Regulations), upon signing this form, the applicant:

a) accepts, in application of the principle of responsibility stated in letter a) of the art. 2.2 of the Regulations, any penal and civil liability regarding the use and care of the assigned resources and all the network activities attributable to their use, until their expiry or formal return or until the notification of their revocation for an use that is incorrect or not in compliance with the Regulations. In the particular case that the allocated resources allow network activities only following an authorisation process, in any case preceded by authentication, the user's responsibility, in relation to these activities, is limited to the time intervals for the use of resources, provided that they are certified from the operator of the authorization service;

b) commits to comply with the Regulations, the current regulations and the GARR Acceptable Use Policy, to use the assigned resources and the University Network only for institutional purposes and so as not to damage or harm the University or third parties and not to interfere with the use of network services by other users. Also commits not to use any resources received in its availability following a procedure that does not comply with the provisions of art. 4 of the Regulations, except as expressly provided for in this regard by art. 11.4 of the Regulations, or those expired, formally returned or revoked, even if regularly assigned pursuant to the Regulations;

c) acknowledges the information regarding the expiration, use and care of the assigned resources and the actions to be taken in case of loss, violation or subtraction. In particular, the user:
   1. cannot use the resources allocated to disseminate non-institutional, manifest or hidden advertising, discriminating or damaging material in relation to race, sex, religion, etc., material that violates the privacy law, defamatory, obscene, confidential or otherwise illegal;
   2. promptly notify the manager of any loss, violation or subtraction of assigned resources;
   3. uses, for University Credentials or Structure Credentials, a keyword not easily understood by third parties, it keeps it confidential and changes it frequently and in any case whenever it suspects the loss of confidentiality;
   4. takes care of the choice of recipients and distribution lists, avoiding sending messages to those who are not potentially interested in their content;

d) acknowledges that, in the case of incorrect use or non-compliance with the Regulations, the service manager may order the revocation of the allocated resources, notifying the interested party and maintaining, in the case of addressing resources, read-only access to the user's data, for a period of three months from the notification of the revocation of the resource, before its definitive cancellation;

e) allows the monitoring and measurement of network activities, originating from the assigned resources, in order to guarantee functionality and reliability, in compliance with the pertinent and non-excess principle, in accordance with current legislation;

f) relieves the operator of the service and the University from any liability and obligation in relation to any damage that could result from failure or malfunction of the management equipment and, in general, from the provision of the service itself.

Sign here _____________________

Please ensure to sign this form twice, in both areas marked ‘sign here’. We will not be able to accept the enrolment form without both signatures.